
Privacy statement 
 
Updated on 11 May 2018 
 
OC-System Oy adheres to the EU's General Data Protection 
Regulation (GDPR). 
 
1. Controller 
OC-System Oy 
Työkuja 4 
79600 Joroinen, Finland 
 
2. Person responsible for the data file 
Riku Räisänen 
Tel. +358 201 441 410  
Email: firstname.lastname@oc-system.fi 
 
3. The purpose of processing personal data 
Only details that data subjects enter into the contact form are 
stored in the personal data file. The data is processed for the 
provision of additional information and making offers. 
 
4. Information contained in the data file 
All data collected in the data file comes from a form filled in by 
the customers. Details to be entered: 
 
name 
company 
address 
telephone 
email 
request for further information 
contact method 
subscription to the customer magazine 
open field 



 
5. Regular sources of data 
As a rule, customer data is obtained: 
 
• from customers via the Internet 
• through cookies 
 
6. Disclosing data in the personal data file 
The OC-System personal data file is only used for in-house 
purposes. The data is not disclosed to third parties. 
 
7. Use of cookies 
We collect information about visitors to our website by using 
cookies. We collect this information for calculating the number of 
visitors to the website and for developing the website. You can 
block the use of cookies by changing your browser settings. 
 
8. Regular transfers of data or transfers of data outside the EU 
or the EEA 
Data is not regularly disclosed or transferred to countries outside 
the EU or the EEA. 
 
9. Rights of data subjects 
Data subjects have the right to access their data stored in the data 
file. Communications concerning the right of access must be 
addressed in writing, signed and sent to OC-System Oy, Työkuja 
4, 79600 Joroinen, Finland. 
 
If there is an error in the data file, the data subject can submit a 
request to correct the error by sending an email to:  
riku.raisanen(at)oc-system.fi 
 
Data subjects have the right to prohibit the controller from 
processing their data. Communications concerning the prohibition 



must be addressed in writing, signed and sent to OC-System Oy, 
Työkuja 4, 79600 Joroinen, Finland. 
 
10. Principles for protecting the data file 
Only employees authorised to process customer data have access 
to the system containing the data file. 
 
Access to the data file is protected by user names, passwords and 
user rights. The data file is located on a computer in a secure 
location. Internet access to the data file is blocked by firewall 
technology. Databases and their backups are located in locked 
spaces and only certain pre-designated persons have access to the 
data. 
 
11. Data storage time 
The data is generally stored for as long as it is necessary to provide 
additional information and an offer, but for no longer than 12 
months. 
 
When a customer relationship is established, a person's data is 
transferred to a more permanent customer data file, which is valid 
throughout the customer relationship. 
 
-------------------------------------------------------------------------- 
 
This website uses cookies. Read more or accept. 
 
Use of cookies on OC-System Oy's website 
 
Our website uses cookies. We use cookies to collect visitor 
statistics and to analyse data. Our goal is to develop our site in a 
user-orientated manner. 
 
Visitor information is anonymous. We do not transfer visitor 
information to third parties. You can reject the use of cookies. 



 
We use a third-party analytics programme (Google Analytics), 
which installs a tracking cookie on users' computers. 
 
Cookies are used to collect the following information: 
user's IP address 
time 
pages visited 
type of browser 
the previous website the user visited 
the server the user uses  
the domain from which the user comes 
 
Most browsers allow you to turn off cookies. 


